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Unit-1

1. Computer network

Connecting more than one number of autonomous computers is called computer network.

1.2 Major application of Network

· Sharing data

· Sharing resources

· communication

2. Uses of computers

a) Business applications

i. In companies the computer network is used for resource sharing like sharing information between various departments, sharing physical resources etc.

ii. Its helps access the data from remote.

iii. By using the client-server model the data can be restricted from the unauthorized users.

iv. It helps to reduce the communication gap between employees through email.

v. It helps to do the business through the internet.
b) Home applications

It helps the home users in the following way.

· Access to remote information s like surfing the World Wide Web, accessing the digital library.
· Person- to-person communication like chatting
· Interactive entertainment
· Electronic commerce like doing shopping , banking through internet
c) Mobile users
· It help to share the information in wide spread without any wire

· It helps to do all the business transaction like m-commere.

· It helps to generate a automatic inventory system
· It help us in saving money and time  like utilizing meter reading of electricity,                     gas , water etc.

d) Social issues
a. It introduces new social, ethical and political issues.

b. Network features like newsgroup create trouble when the topic discusses on political, religious or sex.

c. View poster may be deeply offensive to some people.

d. It certain institution the  electronic messages are not accepting

e. It creates a security issues at the time sharing the credit card numbers or social security.

f. Freedom of communication is threading due to such watch dogs like FDI

3. Network hardware

It can be further classified into two ways

a) Transmission technology



There are two types of transmission technology 

i) Broadcast links

It is a communication channel that is shared by all the machines on the network. 
In this short message called packets are sent by any machine are received by other and it consist of address field within the packet specifies the intend recipient and its processed by every machine it is called broad casting.
ii) Point-to-point links.
· It consist of many connection s between individual pairs of machines

· It is most probably used in larger network

· In point-to-point transmission with one sender and one receiver is sometimes called unicasting

Scale

a) Local  Area Network

i. It is generally called LAN

ii. It is a privately –owned networks within a single building of campus.

iii. It is distinguished from other kind of network by three characteristics.

Size



It simplifies network management


Transmission Technology



It consisting of cable to which the machines are attached


Topology

· It uses Bus network and ring network

· In the bus one machine is the master and is allowed to transmit for this IEEE 802.3 or popularly called Ethernet is used

· In the ring IEEE802.5 that is token ring is used it operate at 4 and 16 MBPS.

b) Metropolitan Area Network

a. it  is a interconnected group of data network that have geographic boundaries of  a metropolitan area

b. it is used to connect network that are totally or partially segregated from other networks

c. This provides a fairly high data transfer rate and provides a high degree of fault tolerance.

d. It commonly use dual ring fiber system that are self-healing to allow uninterrupted communication if fiber line is cut or damaged

c) Wide Area Network

· It provides data transmission services through large geographically separate areas.

· It can be established by linking together two or more metropolitan network

· It may be interconnected through the public switched telephone network

d) Wireless Network

a. It allows computers and other types of data processing devices to communicate with each other using radio propagation as the transmission medium.

b. There are three types of wireless data network

i. Wireless personal are network

ii. Wireless local area network

iii. Mobile data network

e) Home Network

a. The fundamental ides is that in future most home will be set up for networking.

b. In this each devices in the home will be capable of communicating with each other.

c. Some of the obvious categories are a follows

· Computers       
· Entertainment

· Telecommunication

· Appliances

            d) Internetworks

· Many networks in this world, often with different hardware and software. 
· People connected to one network to another network with different hardware and software by through gateway to make connection and provide necessary translation these interconnected networks are called internetwork

4. Network Software

It consists of protocols, which are the rule to govern the data communication. These protocols are either connectionless or connection oriented.

4.1)  Protocol Hierarchies

a. Most the networks support protocol hierarchies.
b. Network are organized as a stack of layers or levels

c. The number of layers, name of each layers, the content of layers and the function of layers are differ from network to network.

d. The purpose of the layer is to offer certain services to the higher layer.

e. The protocols are also used here , it nothing but  it is an agreement between the communication parties, how the communication is to proceed.

f. Here the set of layers and protocols is called network architecture.

g. Here we will take the five layer network.

h. A message M is produced by an application process running in layer 5.

i. In layer 4 puts a header in front of the message, the header includes control information, such as sequence number it helps to deliver message in the right order.

j. In layer 3 it breaks the incoming message that is M as M1 & M2 and it decide which of the outgoing lines to use.

k.  In layer 2 in add one header and trailer to each pieces.

l. The first layer is called physical layer in which the data are transmitted.

4.2) Design Issues for the Layers

4.3) Connection Oriented and Connectionless Services

The communication can be done through two technologies

4.3.1.Connection oriented
This type of network is one in which no logical connection initially established between DTE and network








[ACK, flow control, error checking]

Fig – connection oriented

· In order to terminal or computer to communication  through connection oriented n/w

· The must first go through connection establishment, which is called hand shake

· Once it established the data transfer state is entered

· Then the user data are exchanged through a pre-established protocol.

· The DTE subsequently perform a connection release after which they return to idle state.

· It provide substantial amount of care of the user data, flow control, error checking

4.3.2 Connection less
1) Connectionless




[No ACK, flow control, error checking]

Fig-connection less

· It is also called datagram
· This network goes directly from an idle condition into data transfer mode.
· The major difference is there is no establishment of connection and release phase.

· There is no ACK, FLOW CONTROL, ERROR RECOVERY

· It involve less overhead

4.4 )Service Primitives

A service is formally specified by asset of primitives available to a user process.

The set of primitives available depends on the nature of the service being provided.

The primitives for connection oriented service is different from those of connectionless

	PRIMITIVE
	MEANING

	LISTEN
	Block waiting for incoming connection

	CONNECT
	Establish a connection with a waiting peer

	RECEIVE
	Block waiting for incoming connection

	SEND
	Send a message to the peer

	DISCONNECT
	Terminate a connection


Working process

Client machine







server machine


1.Connect request

2. ACK

3. Request for data

4. Reply

5. Disconnect

· First, the server executes LISTEN that is  the server is prepared to accept incoming connection

· Next the client process executes CONNECT to establish a connection with the server

· The next step is for the server to execute RECEIVE to prepare to accept the first request

· Then the client executes SEND to transmit its request

· After the process is over, it can use DISCONNECT to terminate the connection.

4.4) The relationship of services to protocols

Reference models

a) The OSI reference Model

· This model is developed by the International Standard Organization

· The model is called the ISO OSI (Open System Interconnection) Reference Model.

· It deals with connecting open systems

· The principles that were applied to arrive at the seven layers

· Each layer should perform well defined function

· A layer should create where different abstraction is needed

· It should define the internationally standard protocols

· It should minimize the information flow

· The distinct function should not through together in the single layer

It has seven layers

The Physical layer

· It concerned with transmitting raw bit over a communication channel.
· It overcomes the issues like:

· Data transmission type like simplex, half and full duplex.

· It largely deal s with mechanical, electrical and timing interface and the physical transmission medium

The Data Link Layer

· The main task is to transform a raw transmission facility into a line that appears free of undetected transmission error to the network layer. It is accomplished by break up the input data into data frames

· It consist the feature of error correction and detection.

· It also contain the facility of regulating the traffic by allocating the buffer space at the receiver side

The Network Layer

· The key design issue is determining how packets are routed from source to destination.

· It helps to avoid congestion on the network.
· It will tell the packet where to send.

· It helps to avoid delay, transit time, jitter etc.

· It overcomes the problem congestion between two different networks.

The Transport layer

· It split the data into several smaller units.

· It ensures the smaller units arrived correctly at the other end.

· It also determines what type of service to provide to the session layer

· Services like guaranteed service like TCP and non-guaranteed service like UDP.

· It also helps the packet to arrange it in certain order as the source machine sent.

The Session Layer

· It enables the user to establish session between them in different machine

· It consists of various services like Dialog control for managing the transactions, token management to prevent from attempting the same critical operation at the same time and synchronization to  check pointing long transmission to allow them to continue from where they after a crash.

The Presentation Layer

· It concerned with the syntax and semantics of the information transmitted.

· It helps to define and exchange data that is encoding

· The encoded data is encrypted and compressed for quicker and secure transmission.

The Application Layer

· This layer is user for communicating with the users.

· It consists of variety of protocols that are commonly needed by users like HTTP, e-mail, network news
b) The TCP/IP Reference Model

It also Known as Transfer Control Protocol/ Internet Protocol.

It has the ability to connect multiple networks
It consist of five layers

· Application Layer

· Transport Layer

· Internet Layer

· Data link layer

· Physical Layer(Host-to-Network)

	
	Application layer

	
	
	Transport

layer

	
	Internet Layer

	
	Data Link Layer

	PHYSICAL LAYER
	Physical Layer


Physical Layer(Host-to-Network)

· It is similar to that of OSI model

· It concerned with transmitting raw bit over a communication channel.

· It overcomes the issues like:

· Data transmission type like simplex, half and full duplex.

· It largely deal s with mechanical, electrical and timing interface and the physical transmission medium

Data link layer

It is also similar to that of other network model

This cover media access control who can send data and when etc…

Internet Layer
· It is a connectionless internet Layer

· The aim is to inject datagram into network and have them travel independently to the destination.

· It defines and official datagram and protocol called IP .

· The job for the internet layer is to deliver datagram where they are supposed to go vai one or more router

· It is important context of communication over an internet

· It concern with the formation of datagram.

· It also responsible of actual routing of datagram

· Further this layer consist of following protocols

ICMP

It abbreviation is Internet Control Message Protocol.
It serves as error reporting mechanism like

Destination unreachable

When the datagram is not deliver to the final destination

Source Quench

 Occasion of router receiving so many datagrams can’t be handled them by receiver side

Redirect

Instead of reaching to the destination reaches to the nearest router’

Time exceed

Data gram contain time to live and it determine how long the datagram lives
	Error code
	Error Message

	3
	Destination Unreachable

	4
	Source Quench

	5
	Redirect

	11
	Time exceed


· ARP





· It’s abbreviation is Address Resolution Protocol.

· It is used for obtaining the physical address of a computer based on IP.

· It finally transmit the physical frame/datagram over the N/W to which node belongs

RARP




· It’s abbreviation is  Reverse Address Resolution Protocol.

· It is used to obtain the IPaddress of a host based on physical address.

· It is maiunly helpful in disk less worstation

· IP

Transport Layer

· It is the above the internet Layer.

· It consists of two protocols.
a) TCP(Transfer Control Protocol)

· It is connection oriented protocol

· It handles flow control.

· It is a guaranteed service oriented that is before of ever delivery of packet it received the acknowledgement.

· It uses sliding window protocol.

· It helps to process reassembles the receiver message into the output stream.

b) UDP(User Datagram Protocol)

· It is an unreliable connection less protocol

· It does not support flow control.

· It does not provide guarantied service.

· It fast the TCP in data transformation.

Application Layer

· It is the top most layers.

· It contains all the higher-level protocols

· In includes TELNET  it helps to log on to the remote machine, FTP(File Transfer protocol ) it provides a way to move data efficiently form one machine to another ,SMTP(Simple Mail Transfer Protocol),DNS(Domain Name Services) etc.

c) Comparison of OSI & TCP/IP

	OSI
	TCP/IP

	It consist of seven layers
	It consist of five Layers.

	It clearly distinguish between service, interface and protocols
	It does not clearly mentioned

	It create the problem with protocol fitting the model
	There is no problem with the protocol fitting the model

	It support connection oriented and connection less communication network. But only connection oriented communication is Transport layer
	It supports connection oriented and connection less communication in transport layer

	It does not provide user choice of communication
	It provides user choice of communication

	By default it provide the services , interface & protocols
	It offer services like SEND IP PACKET & like RECEIVER IP PACKET


d) A Critique of the OSI Model and Protocols

· Due to the wider spread of TCP/IP the OSI protocols got crunched.
· No company offered to use OSI model at first

· At the earlier stage due to bad technology that is not clearly mentioned of the layers like some layer are nearly empty some are overfull.

· Due to bad implementation like complexity of the model it makes the user burden.

· Due to politics it unleveraged the technology it feels the people bad like poor research

e) A Critique of TCP/IP Reference Model

· It does not clearly distinguish the concepts of service, interface and protocols.

· It does not much of a guide for designing new networks using new technology.

· The host-to-network layer is not really a layer at all in the normal sense of the term as used in the context of layered protocols.

· The TCP/IP is not distinguishing the physical and the data link layer.

Examples of Network

a) The Internet

a. The internet is  vast collection of different network that use certain common protocols and  provide certain common service.

b) Internet Usage
It has been used for the following purposes
· e-mail

· news

· remote login

· file transfer

· www

c) The ARPANET

Its expansion is Advanced Research Projects Agency.

It was developed by DoD of US.

d) Connection Oriented Network: X.25, Frame Relay and ATM

X.25 PROTOCOLS

· It is an example for connection oriented protocol.

· It was the first public data network

· To use, first established a connection to the remote computer that is placed a telephone call

· This connection was given a connection number to be used in data transfer packets.

· The packet consists of 3 bit header it holds 12-bit connection number, packet sequence number, an acknowledgement number, few miscellaneous bit and 128 bytes of data.

Frame relay
· Due to the advancement of frame relay the X.25 protocol has been replaced.

· The essence of frame relay is that is a connection oriented network with no error control and no flow control so it make akin to a wide area LAN.

· Due to connection oriented, packets were delivered in order

e) ATM

· It’s expansion is Asynchronous Transfer Mode.

· It is most wildly used in telephone system.

ATM Virtual Circuit

· ATM Reference model

· It is differ from OSI and TCP/IP model.

· It is also defined as three dimensional model

· It has the facility of adding at the top of the layer whatever the user wants.  

· It basically consist of three layers

1. Physical layer

2. ATM layer

3. ATM adaptation Layer

1. Physical layer

· It deals with physical medium like voltage, bit timing and various other issues.

· It is subdivided into two sub layer: one is TC (Transmission Convergence) another on is PMD(physical medium dependent)
· The TC converges the cells into sting of bits to the PMD layer.

· At the other end TC get a pure incoming bit  stream from PMD sub layer and converges to cell stream to ATM layer

· It handles all the issued related to telling where the cell begins and end in the bit stream

2. ATM layer

· It deals with cells and cell transport.

· It defines the layout of a cell and tells what the header fields mean.

· It also deals with establishment and release of virtual circuit

· It does the following things:

· Flow control

· Cell header generation/ extraction

· Virtual circuit/ path management

· Cell multiplexing/de multiplexing
3. AAL layer (ATM Adaptation Layer)

· It is split into a SAR (segment and Reassembly) and a CS(Convergence Sub layer)

· The SAR is also called lower layer of AAL layer.

· It breaks up packets into cells on the transmission side and puts them back together again at the t destination.

· The CS sub layer is also called Upper Layer of AAL

· It makes it possible that have ATM system.

· It offers different kinds of services to different application like file transfer , video on demand etc.,

4. User plane and Control plane

· It also consists of User plane and Control plane.

· The user plane deals with data transport , flow control, error correction and other user functions

· The control plane is concerned with connection management

· Finally the plane management functions relates to resource management and interlayer co-ordination

Ethernet

· It uses a single coaxial cable as the transport medium.
· All the host in the Ethernet LAN connection to this cable.

· All the devices is called Transceiver is used to establish connection between computer and the Ethernet.

· If a cable with multiple machine attached to it in parallel is called multidrop cable.

· Here the system ran at 2.94Mbps.

· Due to conjunction in data transmission in the existing technology, the upgrades Ethernet is introduces

· Like DIX Standard.
· It has become IEEE802.3 standard.

· Now the latest version at 100Mbps, 1000Mbps and still higher have come out.

Network standards

Data communication standards can be classified into two categories

1. De facto

2. De jure

1. De facto

· It means convention

· It can be further divided into proprietary and non- proprietary

· Proprietary standards are invented and owned be an organization the is who first used then and which gain popularity.

· Non- proprietary it is open standard are those that are developed be an organization/committee/group.

2. De jure

· Are the standards that have been legislated by an official body?
Standard created committees

· The International Standards Organization

· The International Telecommunications Union Telecommunication Standards.

· The Institute of Electrical and Electronics Engineering

Unit-2
Physical Layer:

Transmission media are the physical infrastructure component that carries data from one computer to another

Types

Guided media





Unguided




Guided media

It can be further divided into four main types

i. Magnetic media:

ii. Twisted pair

iii. Co-axial Cable

iv. Fiber Optical

Magnetic media:

i. The most common ways to transport data from one computer to another is to write them onto magnetic tape or removable media

ii. Physically transport the tape or disks to the destination machine

iii. Due to unsophistication Ultrium tape is introduced, it can hold 200 gigabytes

iv. The only problem of the Ultrium tape method is transportation.

Twisted pair

i. The most common transmission media is twisted pair.
ii. A twisted pair consists of two insulated copper wires, typically 1mm THICK.

iii. The wires are twisted in helical form this leads to reduce crosstalk and better quality signal over longer distance.

iv. It can be used for transmitting either analog or digital signals.

v. The band width depends on the thickness of the wire and the distance traveled.

vi. Due to adequate performance and low cost, twisted pairs are widely used.

Co-axial Cable

It consists of stiff copper wire as the core, surrounded by an insulating material.

i. The insulator in covered by a cylindrical conductor.
ii. There is another conductor which is called outer conductor for completing the circuit but also acts as a shield against noise.

iii. The outer conductor is covered in a protective plastic sheath.

iv. The conductor and shielding of the coaxial cable give a good combination of high bandwidth and excellent noise immunity.

v. The band width depends on the cable quality, length and signal to noise  ratio of the data signal

Optical fiber

The optical transmission system has three key components
a) The light source

b) The transmission medium

c) The detector

a) The light source

· For data transmission to occur, the sending device must be capable of inducing data bits 0 and 1 into the light source and the receiving device must have a photosensitive cell called photodiode, which would translate this light back against into data bits.
· There are two types of light sources they are Light emitting diode and Injection laser diode

b) The detector
· It generate s an electrical pulse when light falls on it.

· It helps to convert into electrical to light pulses and vice versa.

c) The transmission medium

· For the transmission medium the fiber optic cable is used , it is similar to coax

· At the center is the glass core through which the light propagates

· There are two types of fiber is there one is Multimode fiber is typically 50 micron in diameter and the second one is single mode fiber and the core is 8 to 10 microns

Advantage
· It is resistance to noise due to light rays for communication

· It has huge band width comparing to the twisted pair

· It travels for longer distance without needing regeneration.

Disadvantage
· It has the chances of breaking is higher

· To cost is very high due to the cost of laser light source generator.

· It has more maintenance overhead as compare to the twisted and coaxial cable

Wireless Transmission
It can be further divided into following technology

· Electromagnetic spectrum

· Radio Transmission

· Microwave Transmission

· Infrared and Millimeter

· Light wave Transmission

Electromagnetic spectrum

· The electromagnetic waves can propagate through space.

· The electromagnetic waves can transmitted by fixing the antenna of the appropriate size is attached to an electrical circuit

· This will broadcast and received by the receiver effectively

· The speed of electromagnetic wave is called speed of light

· It has calculated by using this formula   λ f =c

· The amount of information is carried related to its bandwidth.
· The spectrum can be further classified as Frequency Hopping Spread Spectrum and Direct sequence Spread Spectrum.

Frequency Hopping Spread Spectrum

· It is a narrow type of communication

· In this the transmitter hops from frequency hundreds of time per second.

· It makes transmission hard to detect and it also offers a good resistance to multipath fading.
Direct sequence Spread Spectrum.

It spreads the signal over a wide frequency band that why it gain the popularity of commercial world.

Radio Transmission

· It can easily generate and travel long distance.

· It can easily penetrate through solid substances.

· It is widely used communication for both indoors and outdoors.

· Due to long distances, inference between users is a problem.

· Due to certain reason the radio waves follow the grown.

Microwave Transmission.

· The microwave uses the line of sight method of propagation.
· In the two antennas must be in straight line able to hook each other without any obstacle.

· The taller antenna, the more is the distance that these waves travel.

· These signals can travel in one direction at a time.

· In this two frequencies are used one for transmitter and another for receiver operation.

Infrared and Millimeter Waves.
· It is used widely for short range communication.

· It is mostly used for remote control.

· It does not travel in between of solid substances

· It is high secured of transmission comparing to radio systems.

Light wave Transmission

· These optical signaling using lasers is inherently unidirectional

· For that it need own laser and photo detector.

· It offers very high band width and very low cost.

· It normally work on sunny days that other.
· Due to heat the signal may distracted and its  very easy to install

Communication Satellites
· It has some interesting properties that make them attractive for many applications

· A communication satellite can be thought of a big microwave repeater in the sky.

· It consist of several transponder each of which listens to some portion of the spectrum, amplifies the incoming signal and then rebroadcasts it at another frequency to avoid interference with the incoming signal.

· The downward beams can be broad; covering a substantial fraction of the earth’s surface or narrow, covering hundreds of kilometer in diameter. This mode of operation is known as bent pipe.

There are three main regions placed the satellite safely
1. Geostationary Satellite
2. Medium – Earth Orbit Satellites

3. Low- earth Orbit Satellite

· Iridium

· Global star

· Teledesic

The Public Switched Telephone Network

1. Structure of the Telephone System

2. The local loops: Modems, ADSL and Wireless

a) Modem

b) ADSL

c) Wireless

3. Trunks and Multiplexing

· Multiplexing divides the physical line or  a medium into logical segments called channels.

· In the multiplexing , different channels carry data simultaneously over the same physical medium

· In this the hardware equipment called multiplexer is used for combining the input for different source and load them in different channel of  a medium and they can be separated through de multiplexer

3.a) Frequency Division Multiplexing

It is the common technique used in public telephone.
In FDM, the medium is divided into a number of channels, each with a frequency band width, and therefore a data rate.

3.b) Wavelength Division Multiplexing

3.c) Time Division Multiplexing

3.d) SONET/SDH

4. SWITCHING

· To connect more than one device over a long distance so that they can communicate each other this mechanism is called switching.

· A switched network is made up of a number of inter linked node called switches.

· A switch is a hardware device that allows a connection to establish between two or more device

· There are three most common methods are there

a) Circuit Switching

b) Packet Switching

c) Message Switching

4.a) Circuit Switching

· In circuit switching when a computer want to communicated with another computer, a dedicated connection is established between them over switches.
· The computer can then communicate using that connection.

· When the connection is over, either computer can send request for terminating this connection and only at that stage would the connection is released

· It is only suitable for telephone communication.

4.b) Packet Switching

· The circuit suiting is not efficient for computer to computer communication.

· Due to that packet switching is emerged as the standard switching technology for computer-to-computer communication.

· In packet switching data to be sent is divided into and then set as descrete blocks, called packets which are potentially variable length.

· The underlying network mandates tghe maximum size of data called packet size or packet length that can be transmitted at the givens time.

· Each packet contains data ot be transferred and also the control information such as senders address and the destination address.

· Packets also help in recovering from erroneous transmission quicker and more easier.
· In this case only the packets in error need to be retransmitted.

· Packet switching can be classified into two types.

· One is datagram approach

· Second one is virtual circuit approach

4.c) Message Switching
· It is better known as the store-and forward approach.
· In this method, a computer receives a message, stores it on its disk until the appropriate route is free, and then sends it along that route.

· Since there is no direct link between source and the destination, the store-and-forward approach is considered as a switching technique. 

· In the message switching specifies that the message to be forwarded should be held by the computer on its disk before it can be forwarded it.
Unit-3

The data link layer: 

The data link layer fetches packet from the network layer than its converts into data frames, finally it transmit the data frame to the physical layer. Further the data link layer is sub divided into two sub layers

1. LLC (Logical Link Control)
a. It is the upper layer of the data link layer. 

b. It common in all LAN Protocols.

c. It contains logical address, control information and data.

2. MAC (Medium Access Control)

a. It is the lower layer of the data link layer

b. It contains flow control and error control specification

c. This is necessary to mover information from one place to another, as well  as the physical address of the next station to receive and to route a packet.

Functions

· Flow control

· Error Control

· Data Frame 

· Addressing

Data link layer design issues

Error detection and correction

Data link Protocols

It is further classified as

Elementary data link protocols

It consists of following protocols

· Unrestricted simplex protocol

· In this data transmission is done in one direction
· In the communication channel is error free

· It contain of infinite processing speed and infinite buffer size

· The protocol consists of two procedure

i. Sender

ii. Receiver

Sender Action

· First it fetches packet from the network layer

· Second it converts the packet into data frames

· Third it send the data frame ot he physical layer

· Fourth again it fetch the next packet form the network layer

Receiver Action

· First the receiver must wait for something to happen

· Second when the data frames arrives and receives means while it release from the wait sate

· Third it transmit the frame to the network layer

· Finally again return to wait state

Simplex stops and wait protocol

· Data transmission will be in two directions but not simultaneously

· Communication channel is error free

· Finite processing speed and finite buffer

· We can put it into two sides

Sender action

· Fetching packet from network layer

· It converts the packet into data

· It sends the data from the physical layer

· The sender will wait for the acknowledgement from the receiver

· If acknowledgement arrives then it fetch the next packet from the network layer

· If there is no acknowledgement from the receiver it cannot fetch the next packed from the network layer

Receiver action

· The receiver waits for something to be happen

· When a data frame arrives and receiver ends then it release waits state 

· It transmit from the network layer

· Receiver sends acknowledgement frame back to sender

· Again return to the wait state

Simplex protocol for a noisy channel

· This protocol helps to find damage frame by using some fields like timer, check sum and to retransmit it.
Sender action

· First it fetches packet from network layer

· Second it converts the packet into data frames

· Third It send the data from the physical layer

· Fourth, Meanwhile it add a sequential number in the header of each frame it sends

· Fifth It set the timer on and wait for the acknowledgment
· Sixth , if acknowledgement receives before timer off, it fetch the next packet from the network layer

· If the acknowledgement not receives before timer goes off, it retransmits the same frame 

Receiver action

· The receiver waits for something to be happen

· When a data frames arrives and receiver ends it’s release from wait state

· It checks the sequential number of each arriving frame

· It computer the check sum field if it is not equal receiver reject the frame

· If tis equal transmit the acknowledgment to the sender and goes to wait state

Sliding window protocols.

There are three types of protocols are there

1. One bit sliding window

Sending window

· The sender maintains a sequence number corresponding top frames it is permit to send is called sending window

Receiving window

· The receiver also maintain a window corresponding to the set of frames is permitted to accept

· Both the windows are have the same upper and lower limit to store the data frames

· One bit sliding windows protocol use a s stop wait , method that is sender transmit a frame and wait for its acknowledgment before sending the next one.

This protocol has two variables

· Next frame to send

Which frame the sender trying to send?
· Frame expected

Which frame the receiver expected?
In both cases the bit o and 1 are the only possibilities. The sending machine fetches the first packets from the network layer a frame sends it A frame is one expected it is possible to the network layer and receiver in to slides up

A acknowledgement contain the number of last frame received without error

The sequence number of frame is equal agrees send the acknowledgement otherwise this option that is transmitting the same frame

Go back N

Selelctive repeate
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Unit-4

The network layer: the network layer design issues-routing algorithm-congestion control algorithm-quality of service- internetworking.

Unit-iv

The network layer: 

· Getting the packets from the source all the way to destination

· Consider of hops & intermediate routers

· End-to-end transmission

Thinks to be considered

· Must know the topology of communication subnet

· Choose appropriate path to avoid overloading

Design issues

The issues provided services to transport layer and the internal design of the subnet

Store-and-forward packet switching

In this a host with a packet to send transmits it to the nearest router, either on its own LAN or over a point-to-point link to the carrier. The packet is stored there until it has fully arrived so the check sum can be verified. Then it is forwarded to the next router along the path until it reaches the destination host, where it is delivered. This mechanism is store and forward packet switching.

Routing algorithm

· The main function of the network layer is routing packets form the source machine to destination machine.

· The algorithmthatchoose the routes and the data structure that they use are a major area of network layer design

· The routing algorithm is that part of the network layer software responsible for deciding which output line an incoming packet should be transmitted on.

· The latter case it is some time s called session routing.

The routing algorithm can be groupedinto two major classes

Non adaptive algorithm

· It don’t be their routing decision on measurements or estimates of the current traffic and topology

· Instead the choice of the route I to J is computed in advance, off-line, and downloaded to the routers when the network is booted. This procedure is sometimes called static routing

Adaptive algorithm

· In contrast, change their routing decisions to reflect changes in the topology and usually the traffic as well when the change the routes.

The optimality principle

It deals the concept of optimal routes.

In this we can see that the set of optimal routes from all sources to a given destination from a tree rooted at the destination. Such tree is called sink tree.

For example

It states that the router J is on to optimal path from router I to K then the optimal path from J to K also false on the same group.

Properties of routingalgorithm

· Correctness

· Simplicity

· Robustness

· Stability

· Optimality

Shortest path routing algorithm

· Build a subnet with each node of the graph represent router ad each arc of the graph represent communication line or links

· To choose a route between the given pair of router the algorithm finds the shortest path.

Measuringthepath length in two ways

· Number of routers along the path

· Physical distance along the path

The aim of this algorithm is define e the shortest path between source and destination

· The shortest path based on the measurement the concept of shorts path algorithm isselecting a shortest path from a node to all outgoing line other the incoming line.

· The node is selected andreliable in the same way the nest node is selected until the destination node is reached.

For Example 

Find the shortest path between nodes A and H and subnet give below.


Congestion control algorithm

Quality of service

It shaper focus on ways to provide a quality of service through network and protocol design

Requirement

· A stream of packet from source to destination is called a flow. The needs of each flow can be characterized by four primary primitives: reliability, delay, jitter and band width.

· Together these determine the QoS the flow requires likesuch application e-mail, file transfer, web access, and remote login, audio on demand, video on demand, telephony and video conference

· The first four requires on high reliability, if this can be achieved by check summing each packet and verifyingthe checksum at the destination. If the packet is damaged it will be retransmitted the last four can tolerate errors soas checksum are computed or verified.

· The application in the bandwidth needs with e-mail& remote login not needing much put video inall form  needing a great deal

· ATM n/w classifies the flows in four broad categories with respect to QoS demand.

· Constant bandwidth

· Real time variable bit name

· Non-Real time variable bit name

· Available bit rate

Techniques for achieving Good QoS

1. Overprovisioning

The existing solution is to provide so much router capacity, buffer space and Bandwidth that the  packet just through easily, the problem is expensive to overcome this the better idea is off how much is enough.

2. Buffering

The buffering helps the follows smooth’s out the jitter rather than reliability or bandwidth that are different jitter are there high & low. Simply saying buffering helps to overcome jitter

3. Traffic shaping

· It is the technique which used to smooth’s out the traffic on the server side rather than the client side

· It helps to regulating that average rate of data transmission. Sometime it’s also called service level agreement.

· This can be regulated through that the flows can be done by traffic policies

· Agreeing to a traffic shape and policies it afterward are easier with the virtual circuit subnet than with data subnets.

4. The Leak Bucket Algorithm

· Imagine a bucket with a small hole in the bottom .no  matter the rate a t which water enter the bucket the outflow is at a constant rate p, when there is any water other wise the empty(zero)

· The same idea can be applied to a packet conceptually each host is connected to the network by an interface containing a leaking bucket, that is a finite internal queue. If a packet arrives at the queue when it is full, the packet is discarded.

· In other words , of one or more processes within he host try to sent a packet when the maximum number us already queued, the new packet is unceremoniously discarded the arrangement can be built into the h/w interface or simulated by the host O/s. it was first proposed by Turner and is called the Leaky Bucket Algorithm

5. The token Bucket Algorithm

· In this algorithm, it better to allow the output to speed up somewhat when large burst arrive without loses data.

· In this algorithm the leaky bucket holds tokens, generated by aclock at the rate of one token in every T sec.

· The token bucketprovide a different kind of traffic shaping

· It allows saving up to a maximum size of the bucket n.

· This property means that burst of up to n packet can be sent at once, allowing some burst in the output stream and given faster responses to sudden burst of input

· In this when the bucket fills up but never discarded packets

· These algorithms is used to smooth’s traffic between router as well as regulate host output

· Calculating the length of the maximum rate burst

· C+pS=MS

· Where MS is maximum speed burst of length S seconds, C is the capacity in bytes of a bucket, p indicate arrival rate.

6. Resource Reservation

· There are three different kinds of resources can be potentially be reserved

· Bandwidth

· Buffer space

· CPU cycles

· Some buffer can be reserved for a specific flow so htat flow doesn’t have to compete for buffers with other flows.

· There will always be a buffer available, when the flow needs one, up to some maximum.

· The CPU cycle are also a scarce resources,. It takes router CPU time to process a packet, soa router can process only a certain number of packets per second. Making sure that the CPU ins not overloaded is needed to ensure timely processing of each packer

To find delay

CPU time t=1/λx(1/(1-p))
7. Proportion routing

· Most of the routing algorithm finds the best path based on that the packets will redirected.

· Instead of using the existing one a simple method is to divide the traffic equally or in proportion to the capacity of the outgoing link.

· That is split traffic over multiple routes is to use locally available information

8. Packet Scheduling

· There are various packet scheduling algorithm

· If fair queuing algorithm is tha,t router have separate queue for each output line, one for each flow when a line become idle the router scans the queues round robin take the first packet on the next queue

· In weighted fair queuing the weight is equal to the number of flows coming out of a machine, so each process gets equal bandwidth.

Integrity Service
· The generic name for the work is flow based algorithm or integrated services.

· It was aimed at both unicast and multicast applications

a) RSVP-Resource Reservation Protocol.

· It is an integrated service architecture

· It used for making reservations

· It allow multiple senders to multiple groups of receiver, permit individual receivers to switch channels freely andoptimizes and width at the same time it eliminate congestion

· It uses multicast routing using spanning tree

· Each group is assigned a group address 

· To send to a group a sender put the group address in its packet

· The only difference from normal multicast is a little extra information that is multicastto the group periodically to tell the router along the tree to maintain certain data structurein theirmemories

Differentiated services

· It is known a class bases

· It can offer by a set routers forming and administrative domain

· The administration defines a set of services classes with corresponding forwarding rules

a) Expedited forwarding

· It define network independence service classes

· The idea behind is very simple

· Two calluses of services are available

· Regular

· Expedited

· That vast majority of the traffic is expected to be regular

· But small fraction of the packet are expedited

· The expedited packets should be able to transmit the subnet as though no other packet were present

· A symbolic representation of this two tube system there is still one physical line. The two  logical pipes shown I  the figure represents a way to reserve bandwidth, not a second physical line

· One way to implement is to program the router to have two output queues for each outgoing; in one for expedited packet and one for regular packet. When a packet arrives it queues accordingly

· Doing so would give the expedited traffic twice as much a band width as it needs in order to provide low delay for it.

Assure forwarding

· It schemes for managing service classes.

· It specifies that there shall be four priority classes, each classes having own resources

· In addition it define three discard probabilities for packet that are ongoing congestion : low, medium and high

· Step : classify the packet into one of the four priority classes

· Step2 : to mark packets according to their classes

· Step 3: if it passes the packet through a sharper filter that may delay or drop some of them to share the focus stream into acceptable forms

a) Label switching and MPLS

· This work focused on adding  a label on the front packet anbs doing tghe routing bsed on the label rather than on the destination address

· In this making the label as index into an internal table makes finding the correct output line becoming just a matter of table lookup using their the routing can be done very quickly and any necessary resources can be reserved along the path

· It has been named as Multiprotocol label Switched

· In this MPSL header is added front of IP address

· The MPLS CONTAIN OF THE FOLLOWING FIELS

· LABLE- indicates which fold index

· QoS- indicates the class of service,

· S- indicate multihook label

Internetworking

· Connecting many such computer network together is called internetworking

1. How Network differs

· Network can differ in many ways some of the differences such as modulation techniques or frame format in the physical and data link layers

· Services offered like connection oriented as connection less, protocols, addressing, multicasting, packet size, QoS, security, parameters etc..,

2. How network can be connected

· Network can be interconnected by different device.

· In physical layer, network can be connected by repeaters or hub, which moves the bit from one network to another identical network

· In data link layer the bridges and switches operates like accepting frame, examine he MAC address

· In network layer the router that can connect two network, if its different network it usus multiprotocol are also called multiprotocol router

· In transport layer find transport gateway which can be interface between two trasnprotconnection

· In the application layer the application agateway translate the message semantics

3. Concatenated virtual circuit

· In this a connection to a host in a distance network is set up in a way similar to the way connections are normally established

· The subnet that the destination is remoteand builds a virtual circuit to the router nearest the destination network. then it constructs a virtual circuit fromthat router toaexternal gateway

· This gateway records the existence of the virtual circuit in its tables ans proceeds to build another virtual circuit to a router in the next subnet. This process continues unitl the destination host has been released

4. Connectionless internetworking

· In this model the only service the network layer offer to the transport layer in the ability to inject datagrams into the subnet and hope for the best . there is no notion of a virtual circuit a tall in the network layer 

· this model does not requires all packets belonging to one connection to traverse the same sequence of gateways

5. Tunneling

Tunneling is technique or solution for packet in  the case where the source and destination hosts are one the same of network, but there is a different network in between.

Working terminology

To send an IP packet to host2, host1 constructs the packet containing the IP address of host2, insert it into an Ethernet frame addressed to the multiprotocol router and puts it one the Ethernet, when the multiprotocol router gets the frame it remove the IP packet, insert it in the payload filed of the WAN n/w layer packet and addresses the latter to the WAN address of multiprotocol router . When it get there the router remove IP packet and sent it to host2, inside the Ethernet frame.

6. Internetwork Routing

Routing through an internetwork is similar to routing within a single subnet. Once the graphs constructed, knowing routing algorithm such as distance vector and link state algorithm can be applied to set of multiprotocol router this gives a two level routing one is interior gateway protocol and another one is exterior gateway protocol. Due to internetwork is independed of all other it is often referred as an Autonomous system.

7. Fragmentation

· Dividing a logical packet into smaller packet as per the maximum transmission unit of the underlying physical layer

· That is it has used when packet want to travel through a network shoes maximum packet is too small then the gateway break up the packet in fragment, sending each fragment as a separate internet packet.

In this all fragmented have comman header at the destination the fragment are recombined
Unit-5

TRANSPORT LAYER

It helps to provide services. Efficient & reliable through connection oriented and connection less

The hard ware and software within transport layer in the transport entity in the library like avail in operating system kernel.

It is similar to that of network layer but network layer protocol is available in router and transport protocols avail in user and server

It helps to identify the lost packet from the nearest machine 

Transport service primitives

It is similar to that of network layer

The aim in difference is that the network service is to model unreliable. But the transport services is reliable that is why it placed on the top of an unreliable network layer

Meanwhile it also unreliable when its service with datagram

The transport service consider the five primitives

	PRIMITIVES
	PACKET SENT
	MEANING

	LISTEN
	None
	Block until some process tries to connect

	CONNCET
	CONNECTION REQ
	Actively attempt to establish a connection

	SENT
	DATA
	Send information

	RECEIVE
	NONE
	Block until a Data packet arrives

	DISCONNECT
	DISCONNECTION REQ
	This side wants to release the connection


Let we see how these primitives might be used

Consider that applications server and a number of remote clients.

To start with, the server executes a LISTEN primitives, typically by calling a library procedure that makes system call to block the server until a client turn it

When the client want to talk to the server it execute CONNECT primitives

When the client’s CONNECT call causes a connection request TPDU to  sent to the server

When it arrives, the transport entity check to see that the service is block on LISTEN

it then unblocks the server and sends a CONNECTION ACCEPT TPDU back to the client.

When this TPDU arrives, the client is unblocked and the connection is established

Data can now exchange using SEND and RECEIVE primitives

When the connection is no longer needed the transport user, can issue a DISCONNECT primitives

Upon the arrival the connection is released.

BERKLEY SOCKET

 These primitives are widely used for Internet programming.

	PRIMITIVES
	MEANING

	SOCKET
	Creating a new connection end point

	BLIND
	Attach a local address to a socket

	LISTERN
	Announce willingness to accept connections

	ACCEPT
	Block the caller until a connection attempt arrives

	CONNECT
	Actively attempt to establish a connection

	SEND
	Send some data over the connection

	RECEIVE
	Receive some data from the connection

	CLOSE
	Release the connection


Application layer 

It is layer which helps to interact with the user.

DNS(Domain name System)

The domain name system is the distributed database that contains the mapping between domain name and IP address.

DNS define in RFCS 1034 and 1035

It uses an application program calls a library procedure called resolver passes it the name parameter.

Domain name space

Mapping a large and constantly changing set of names is a non-trivial problem.

In the postal system name management is done by requiring letters to specify the country, state, city of the address so as to avoid conflict the same way the DNS works

The internet is divided into over 200 top level domains where each domain covers many host. Each domain is partioned into subdomains and these are further partioned .

All these domains can represent as tree. The leaves of th tree represent domains that have no subdomains.

A leaf domain many contains single host or it may represent company and contains thousands of host

The top domain comes into two flavor’s one is Generic and another one is Country.

The Generic domain user like comm, edu, org, gov etc.

The Country Domains include one entry of every country

Resource record

Every domain can have a set of resource record. When a resolver gives a domain name ot DNS which get back are the resource record, associated with that nameit contain the IP address

Thus the primary function of DNS is to map domain record

A resource record have five tuples

Domain a name

Time-to-live

Class

Types

Values

Domain name it tells domain in which this record applies

Time-to-live gives an indication of how stable there record is

The class field of every resource record in a class

The last one is the type field led what kind of record is example text

Name server

the client computer contacts its nearest DNS server to find out the IP address of a computer with which it want to communicate

The DNS server consults its data base to find the match it does not match it hand over to another DNS and so on

Until it match found out otherwise it response with either IP address or an error message

The client program user this information procede further

Each zone have domain server holding the information about the zone

E-MAIL 

It is software used to communicate using computers

Advantages

Compose-sending & receiving message

Storing/forwarding/deleting/reply

Sending single message to more person

Sending text, voice, graphics

Speed of email is almost equal to telephonic conversation

The record of the email message is some form is like postal system

Architecture

Composition

The email system can provide features, in addition to the basic text editor features, such as automatic insertion of the receivers mail id when reply to message

Transfer

The email system takes upon itself the responsibility of moving the message from the sender to the receiver, by establishing a connection between the two computers and transferring the message using TCP/IP

Reporting

The sender needs to know whether the email message was successfully delivered to the receiver

Displaying

The email system displays the incoming message

Disport ion

Component of email

Use agent

Is the user interface client e-mail software like MS outlook express that provides the user facilitate to read/ retrieving composing

Mailbox

There is one per user, which act as email storage system fo that user

Spool

It allows storing of email message sent by the user until they can be sent to theintended recipient

Mail transfer agent

It’s an agent is the interface between email system and local email server.

POP

POP protocol concerned with retrieving of email message stored ona a server

SMTP

It’s expansion is simple mail transfer control protocol

t’s responding for transmitting an email message between the sender and their recipient, it runs on SMTP server.

Working terminology

Sent the email by typing recipient email address

The SMTP client at yahoo.com takes recipient email address and makes two part of it recepeint name another one is DNS. 

If the domain is same it handles easily

It the DNS is differ using DNS mechanism the SMTP client request the IP address and ontain the IP address

The SMTP client now connect to SMTP google.com using TCP/IP

Once the connection is established, it send email message to SMTP server after it will disconnect.

The SMTP server Google.com now store the e-message in the mailbox designated for user

This mail box is access by SMTP & POP server

If the client connect to POP server the POP client inside the email it ask POP server if there is any email it it so it copy the message forward to the computer

WWW

Word wide web it’s a frame work for accessing linked document spread out over millions of machines all over the internet

It was launched in the year of 1989 by CERN (Center for Nuclear Research).

The first graphical browser mosaic is developed by Anderessson and he start a Netscape Communication Corp.

CERN & M.I.T have the agreement to standardize protocols and inter-operability of content and they name it W3C(Consortium)

Architecture

Client side

Browser determine the URL

Browser asks DNS for IP address

DNS replies with the IP address

Browser makes the TCP connection to the port on the IP address

It then sent request asking for file

Sever sends the file

Browser display all the text

Bowser fetch & display

Server side

Accept a TCP Connection

Get then name of the file

Get the file form the disk

Return the file to the client

Release the TCP Connection

For speed up the server the catch has been included so ass to avoid disk search

Multithreading process is also used to speed up the process and to avoid collusion locking protocols is used

Modern server

Resolvers the name of the web page request and display the website in default language

Authenticate the client so as need when the pages are not available to the general public

Perform access control on the client

Perform access control on the web page to see is there are any relation associated with the page itself

Check the cache

Fetch the request page from disk

Determine the MIME type to include in the response

Take care of miscellaneous odds and evens

Return the reply to the client

Make an entry in the server log

Uniform resource locator

It an indirect way of representing IP addresses.

It consist of three divisions

First one is protocols, it tells you what type of communication is going to be done like ftp, http, telnet, SMTP etc.

Second it represents the DNS of the specific server

Third it indicates the local name 

Weakness of URL scheme

Uniquely indicating the specific file

If they have reference it desirable to have multiple copies for a part to reduce network traffic, these problem is overcome throw Uniform Resource Names

Cookies

It is a temporary small storage area

Maximum it has 4kb for size; it is stored on client machine.

The ultimate aim of the cookies is to store the recent information

These cookies can further divided into five fields

Domain- it contains the information where the cookies comes from 

Path- path in server’s directory structure that identifies which part of the file tree may use the cookies

Content file – it stores the contents

Expire- when the cookies is expired

If this field absent browser discard the cookies when it exist  then the cookies is said to be non-persistent cookies Otherwise it is said to persistent cookies

Secure- I indicate that the browser may only return the cookies to a secure server

Static web page

The information will be static in the web page.

These pages can be designed by certain software’s

Like

HTML

It expansion is hypertext markup language

It allows user to produce web page that include text, graphics and pointers to other web pages.

It is a markup language that is a language for describing how documents are to be formatted.

It has two type of tag with end tag and without end tag

The main tag will be enclosed with < and > symbol and it contain of attributes.

The attributes defines the properties of the main tag

It main tag contain of two sub divisions called head tag and body tag

The head tag is used for display the title of the window and to link with other documents.

The body tag contain of more than one number of tag which used for formatting the information Like image, text, videos etc.

It also contain of the tag which is used for designing the interaction page that is Form tag

With the help of this tag we can bring/display text box, radio btton, check box, submit etc.

General format

<html >

<head>

<title>Untitled Document</title>

</head>

<body>

</body>

</html>

XML & XSL

XML stands for extended markup language.

It has the feature of creating user define tag.

The user can create their own tag.

It is a text based markup language that enables you to store data in a structural format by sing menaing ful tag.

It is a cross platform, h/w and s/w independent markup language.

It enable smart search

It  provides user selected view of data

XML document contain of following 

Prolog: it indicated the version and encoding format

Tags: are used to specify a name for a given piece opf information

Elements: are basic units that are used to identify and describe data in XML

Content: the information that is represented by the element of an XML document

Example

<?xml version="1.0" encoding="iso-8859-1"?>

<authers>

<auther>

<name>SHERIF</name>

</auther>

</authers>

XSL:

It expansion is extended style sheet language

It is a special tool to provide the web browser with the formatting information

It contain the code to instruct the web browser o how to translate the structure ot the source document into a structure that can be displayed.

XHML

It is the combination of XML and HTML

The main difference is between XHTML and HTML

The XHTML page and browsers must strictly conform to the standard

All the tags and attributes must be in lowercase letter

Closing tag are required

Attributes must contained within quotation marks

The tags must nested properly

Every document must specify it document type

Dynamic web page

The content are generated based on demands

That is content generation can take place either on the server side or one the client side

It consist of two divisions

SERVER SIDE DYNAMIC WEB PAGE GENERATOR

It solve the problem of handling forms and interactions with the databases on the server

They can all accept incoming information from forms look up information on one or more databases and generate HTML page as result.

These applications are run at server not on the client side.

Example

CGI,PHP,ASPetc.

CLIENT SIDE WEBPAGE GENERATOR

Example

<script language=javascript>

function display()

{

Document.write(“welcome to javascript”);

}

</script>

HTTP-Hypertext Transfer Protocol

It specifies what messages client may send to server and what responses they get back in return.

The HTTP consist of following

1. Connections

The usual way for a browser to contact a server is to establish a TCP connection to port 80 on the server’s machine, a.

In HTTP, after the connection was established, a single request was sent over a single response was sent back, for the web they support persistent connections,

2. Methods

This is used for connecting or linking to the other applications. The method consist of following commands

· GET: a browser uses this command to request a web server to send a particular web page

· HEAD: this command does not send a request for a web page, but only for it header.

· PUT: this command is used for sending a file to the server for storing it there

· POST: This command is very similar to the PUT command. The post command is used to update an existing file with additional data

· DELETE: This command allows a browser a to send an HTTP request for deleting a particular web page.

· LINK: this command is used to establish hyperlinks between two parties.

· UNLINK: it is the inverse of LINK command

3. Message header

The request line may be followed by additional lines with more information. They are called request header. This information can be compared to the parameters of a procedure call. Responses may also have response header.

It consist of following header

a. USER AGENT HEADER: this allows the client to information the server about its browser, operating system and all other properties
b. ACCPET HEADER: It tells the server what the client is willing to accept in the event that it has a limited range of what is acceptable
c. HOST HEADER: It names the server
d. AUTHORIZATION HEADER: Is needed for pages that are protected

e. DATE HEADER: it can be used in both directions and contains the time and date the message was sent

f. LAST MODIFICATION HEADER:It tells when the page was last modified
Performance Enhancements
The performance can be enhanced through following techniques

1. Caching

It is the simplest way to improve the performace3 is to save pages that have been requested in case they are used again.

To use caching, a browser can be configured to make all page requewsts to aproxy instead of to the page’s real server. It the proxy has the page, it retuirns the page immediately. If not, It fetches the page from the server, adds it to the cache for further use, and returns it to the client that requested it

2. Server Replication

In this techinqiue

3. Content Delivery Network

Wireless web

The wireless application Protocol
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